Security Champions Programme Checklist 
The checklist below provides a set of consolidated steps to help shape and deliver a Security Champions programme.
Building the Network
· Define Objectives: Clarify what you aim to achieve with the Security Champions Network (e.g., improving security awareness, embedding security into development processes).
· Gain Executive Support: Secure backing from senior management to ensure the program has the necessary resources and visibility.
· Identify Champions: Look for individuals across departments with a keen interest in security with good communication and influencing skills, regardless of their current security knowledge.
· Develop a Framework: Create a structure for the program, including roles, responsibilities, and the scope of work for the Champions.
· Create Training Materials: Develop comprehensive training that covers necessary security topics tailored to the Champions' needs.
· Launch an Onboarding Program: Introduce new Champions to the network, covering their roles, expectations, and how they'll contribute to security.
Running the Network
· Conduct Regular Meetings: Schedule frequent meetings to discuss new threats, share experiences, and distribute updates on security practices and behaviours.
· Provide Ongoing Training: Offer continuous learning opportunities for Champions to keep up with the latest in security trends and tools.
· Foster Collaboration: Encourage Champions to work together and with the central security team, facilitating a two-way exchange of knowledge and ideas.
· Recognise and Reward: Acknowledge Champions' contributions to motivate continued participation and excellence.
· Communicate Impact: Regularly share the positive outcomes and achievements of the network to maintain support and enthusiasm.
Evolving the Network
· Gather Feedback: Regularly collect feedback from Champions and stakeholders to identify areas for improvement.
· Measure Performance: Establish metrics to evaluate the network's impact on security awareness and practices across the organisation.
· Adjust Strategy as Needed: Be prepared to shift focus or strategy based on feedback, new security trends, or organisational changes.
· Expand Membership: Continuously identify and recruit new Champions to sustain and grow the network's influence.
· Update Training Materials: Revise training content to reflect the latest security challenges, solutions, and best practices.
· Evolve Roles and Responsibilities: Adapt the roles of Champions as the program matures and as individuals' skills and interests develop.

This checklist is a starting point for building a successful Security Champions Network. It's important to tailor the approach to fit your organisation's specific needs, culture, and security challenges.

