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Abstract: 

This guide introduces cybersecurity professionals, regardless of their background in behavioural 
science, to the principles of habit formation and its practical application in organisational 
settings. It explains the psychology behind habits, outlines when and why to use habit strategies 
within a broader behavioural change programme, and provides a detailed, step-by-step method 
for implementing them. Real-world case studies demonstrate how habit formation can be 
leveraged to increase screen-locking compliance, enhance phishing email reporting, and 
improve vigilance when interacting with potentially malicious links. By focusing on consistency, 
context, and reinforcement, this guide empowers security practitioners to design interventions 
that foster sustainable behavioural change, helping to build a more resilient security culture. 

 

Introduction 

Despite growing investments in firewalls, encryption, endpoint protection, and identity 
management, organisations continue to face breaches that originate from human error, 
oversight, or behaviour. Phishing attacks are clicked on. Passwords are reused. Sensitive data is 
mishandled. At the root of many of these incidents lies a behavioural gap that cannot be solved 
with technology alone. 

Security awareness programmes have long been a staple response to these human challenges. 
However, their impact is often short-lived. Users might complete annual training, score well on 
quizzes, and even demonstrate knowledge in post-training surveys—yet still fall prey to the same 
mistakes. Why? Because knowledge does not automatically translate into consistent, secure 
behaviour. 

To create meaningful and lasting change, security behaviours must become as automatic as 
locking your front door or checking your mirrors before driving. They must become habits, 
embedded into the daily routines and environments of employees without requiring ongoing 
effort, motivation, or reminders. That’s where habit formation theory offers immense value. 

This guide offers a comprehensive yet accessible look at habit formation for cybersecurity 
professionals. It explains the underlying psychology, demonstrates when and how habit 
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strategies can be applied, and shows how this approach fits into the broader context of 
behavioural change models. Most importantly, it provides practical steps and real-world 
examples that enable practitioners to design and implement secure behaviour interventions that 
truly stick. 

 

Understanding Habit Formation  

Habit formation is a psychological process through which behaviours become automatic 
responses to specific cues or contexts. Unlike conscious decision-making, habits are triggered 
with minimal thought and effort, often embedded in daily routines. The classic habit loop 
consists of three components: cue, behaviour, and reward. Over time, repetition strengthens the 
association between the cue and the behaviour, making it more automatic. 

Habits are not formed overnight. Research suggests it takes on average 66 days of repetition for 
a behaviour to become a habit, though this can vary depending on the complexity of the task and 
the individual. What matters most is consistency: repeating the same behaviour in the same 
context builds mental associations that, over time, take the decision-making out of the equation. 

In cybersecurity, we often ask people to adopt behaviours that go against convenience or existing 
habits, such as locking screens, reporting phishing, or using strong passwords. These are 
behaviours that, with the right design, can be embedded as habits that require little active 
decision-making. 

 

Why Use Habit Formation in Cybersecurity?  

Many cybersecurity behaviours fail to take root because they rely too heavily on conscious effort 
and motivation. But motivation fluctuates. Habit, on the other hand, is a stable behaviour. Once 
a secure behaviour becomes a habit, it no longer competes with distractions, stress, or 
forgetfulness. 

Security environments are often high-pressure, time-constrained, and complex. In such settings, 
asking users to recall training or policies in the moment is unrealistic. Instead, we need secure 
behaviours to be automatic, context-driven, and seamlessly integrated into everyday work life. 

Habit formation is especially valuable in cybersecurity because: 

✓ It reduces cognitive load in complex environments 

✓ It embeds secure practices into the flow of everyday work 

✓ It supports consistency and reliability in security-critical actions 

✓ It reduces dependency on one-off awareness or training campaigns 

✓ It strengthens behavioural resilience against evolving threats 
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When to Use Habit Formation in Behavioural Change  

Habit formation is not typically used for diagnosing behavioural problems or for understanding 
root causes - models like COM-B or the Theoretical Domains Framework better serve those tasks. 
Instead, habit formation comes into play during the design and implementation of interventions 
and is most effective when the goal is to embed behaviours for the long term. 

It fits particularly well into the "Enablement" and "Training" functions of the Behaviour Change 
Wheel and complements strategies like nudging, environmental restructuring, and social 
modelling. After using diagnostic tools to identify behavioural gaps, habit formation becomes a 
tool to make secure behaviours stick. 

 

To be effective, the behaviour in question must be: 

• Clearly defined and achievable 

• Relevant and valuable to the user 

• Easy to perform regularly 

• Tied to a consistent context or cue 

• Capable of being positively reinforced 

 

How to Apply Habit Formation in Practice: Step-by-Step 

1. Define the Target Behaviour: Be specific and clear. Vague goals like "be more secure" 
don’t work. Instead, define a simple, observable action, such as "lock your screen every 
time you leave your desk" or "hover over a link before clicking". The narrower the 
behaviour, the easier it is to turn into a habit. 

2. Identify the Cue: Find a consistent trigger in the environment or routine that will remind 
the individual to perform the behaviour. Cues can be physical (such as standing up), 
digital (like receiving a suspicious email), social (like a colleague leaving their desk), or 
temporal (such as starting the workday). Strong cues are regular, specific, and clearly 
linked to the desired behaviour. 

3. Make the Behaviour Easy and Doable: The behaviour must be frictionless and 
straightforward, especially at the beginning. If it feels effortful, it’s unlikely to be repeated. 
Remove unnecessary steps and make the behaviour as intuitive as possible. Start with 
micro-behaviours if needed (e.g., "check just one link" instead of "check all links"). 

4. Link to a Reward: A reward doesn’t have to be tangible. Positive reinforcement can come 
from a sense of accomplishment, praise from a peer, or visual feedback (such as a 
progress tracker or congratulatory message). The reward should follow the behaviour 
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immediately in early phases. Over time, intrinsic rewards (like pride in being security-
savvy) become more effective. 

5. Repeat in a Stable Context: Repetition is crucial. Encourage people to perform the 
behaviour in the same context each time, which strengthens the link between the cue and 
the behaviour. Embedding behaviours into routines (e.g., part of start-of-day checks or 
post-meeting habits) reinforces their regularity. 

6. Monitor and Reinforce: Track whether the behaviour is happening and give supportive 
feedback. Early reinforcement is essential. Use reminders, prompts, or digital nudges to 
support repetition. Over time, fade out the cues and let the behaviour become self-
sustaining. 

7. Celebrate Small Wins and Progress: Recognise efforts. This could include manager 
feedback, team recognition, visual dashboards, or gamified elements, such as badges. 
Highlighting progress builds momentum and fosters a sense of achievement. 

 

Real-Life Examples in Cybersecurity 

Below are three real-life use-case examples to help bring this guide to life. 

 

Example 1: Locking Screens  

At a large financial institution, employees frequently forgot to lock their screens when stepping 
away from their desks. A habit formation approach was implemented by linking the behaviour to 
the act of standing up. Posters near desks read, "Stand up? Lock up!" and line managers 
reinforced the habit with verbal cues for the first two weeks. Repetition in a consistent context 
paired with peer reminders helped staff internalise the behaviour. By the end of the month, screen 
locking compliance increased by over 70% and was maintained long after the posters were 
removed. 

 

Example 2: Reporting Phishing Emails 

An NHS Trust encouraged staff to report phishing emails using the "Report Phish" button in 
Outlook. To turn this into a habit, they framed it around a clear cue: "When in doubt, click and 
shout." The campaign included email reminders, digital prompts, and a leaderboard that showed 
which departments reported the most suspicious messages each week. The immediate reward 
of seeing your team on the board and public praise acted as reinforcers. Over the course of six 
months, phishing reporting rates doubled, and the number of actual successful phishing 
incidents dropped significantly. 

 

Example 3: Checking Links Before Clicking  
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In a multinational consultancy, a behavioural intervention targeted the habit of checking URLs 
before clicking. Each Friday, a brief, interactive example was shared showing a real phishing 
attempt. The consistent timing (every Friday), combined with follow-up prompts from managers, 
created a routine around checking links. Staff reported becoming more vigilant, and suspicious 
link click rates dropped by 40%. Follow-up surveys confirmed that employees were now checking 
links reflexively without needing to think about it. 

 

Conclusion 

Habit formation is not a silver bullet, but it is one of the most powerful tools in the cybersecurity 
behaviour change toolkit. When used correctly, it transforms effortful behaviours into 
automatic ones, reducing risk and building resilience. 

Security professionals don’t need to be psychologists to apply it. By understanding the basics of 
how habits work - cues, behaviours, rewards, and repetition - you can design small, context-
driven interventions that lead to sustained behavioural change. 

In the fight against human error, habit is your quietest but most reliable ally. It’s where behavioural 
change becomes tangible, invisible, and lasting. 

 


